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INSPECTOR GENERAL
DEPARTMENT OF DEFENSE
400 ARMY NAVY DRIVE
ARLINGTON. VIRGINIA 22202-2884

APR 21 1994

and Followup

MEMORANDUM FOR ASSISTANT SECRETARY OF DEFENSE (COMMAND,
CONTROL, COMMUNICATIONS AND INTELLIGENCE}

SUBJECT: General Accounting Office Final Report GAO/
- AIMD/NSIAD-94-101, "DEFENSE MANAGEMENT: Stronger
Support Needed for Corporate Information Management
'to Succeed," Dated April 12, 1994 (GAO Code 510943),
0OSD Case 9652-- P 8E D
g (o] ] A ORT

on April 12, 1994, the Department of Defense (DoD) received
the subject General Accounting Office (GAO) final report for
comment. A copy of both the transmittal letter and report is
enclosed. Since the report includes recommendations to the
Department, a DoD response is required. To meet the 60-day
statutery comment requirement, the proposed response is due
to cur office no later than May 27.

An advance copy of the report previocusly was provided to your
action officer, Ms. 8ally Brown--703-614-0301. In addition,
advance copies of the report were distributed to the following
collateral action office points of contact:

® ARNMY ~ COL John Boynton «-703-695-6000

] NAVY - Ms. Patsey Gates--703-602-6068

& AIR FORCE - MAJ Bob Dorsey--~703-695-1704

® OUSD (A&T) /OD,API -~ Dr. Leland Jordan~-703-693-2982
/ODUSD (ESB) Ms. Marilyn Blater--703-756~5642
/oDUS8D (1) Ms., M.BE. Beattie--703-6%7~6056
/oD,DP COL Al Pichon-~703-285-6505

® QUED(P) - Mr. Ron Larson--~703-695-5495

® OUSD (P&R) - Mg, Jeanne FPites-~703-614-3970

(. OASD (EA) ~« Ms. Bobbie Nutter--703-756-8701

« OASD (RA) - MNs. Ellen Embrey--703-697~4334

® OCOMP, DOD - Mr. DPave Tiedgen--703-693-8342

94-04-26P02:08 RCVD
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* JOINT SBTAFF - Mr, Joe Toma--703-695-7155
Mr. Paul Fang--703-695-6276¢

® DI8A - Dr. B. Leong-Hong—-~703-285-5701
Mr. R. William Tafte--703-756-4740

® & % & &

In April 1994, the GAO provided the draft report for an
accuracy check and general comments. The Department was not,
however, offered an opportunity to comment officially. At

the meeting with the GAO (at which the draft was informally
discussed), the Department indicated general disagreement with
the report findings, but generally agreed with the recommenda-
tions. Although there were several of areas of disagreement,
the DoD most strongly disagreed with the GAO assertions that
(1) little re-engineering had been accomplished, (2) results
have been minimal, and (3) as result, the Department is at
risk of automating existing inefficient processes.

The Department pointed out that, to date, the Department had
undertaken over 230 projects, many of which are showing signi-
ficant savings and major innovative improvements. According
to the DeD, a few samples of those improvements were,

as follows:

o The Under Secretary of Defense for Logistics
initiated an effort to apply commercial electronic
data interchange standards to more than 1 billion
annual logistics transactions--and some 425 separate
transaction formats were being reduced to 24 commer-
cial transaction sets.

e Reengineering analysis was also applied to Programmed
Depot Maintenance, one of the most complex logistics
operations in the boD. The DoD estimated the cash
recovery to investment ratic for the new system to
be at 5 to 1. (The DoD advised the system had already
been deployed to eight logistics centers.)}

. In the area of consumable items management, the
replenishment cycle time for small purchases had been
reduced from 100 days to 4 days and included an estimated
reduction‘én annual overhead costs of $100 million.

[ 3 In the area of deployment preparation, process
reengineering efforts had identified a potential of
70 percent reductions in manhours needed for soldier
readiness processing--with dollar savings estimated
at $4 million over a six-year life cycle.
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Concerning the reengineering business process versus systenms
migration, the DoD pointed out that the Department and the
GAC have a difference of opinion on the proper balance bet-
ween reengineering and systems migration. The DoD noted that
allocating resources between system migration selection and
business process reengineering is a challenging balancing
act--for example, some managers have chosen to select a migra-
tion system as a prelude to process reengineering while others
are doing process reengineering analysis prior to migration
systems selection. It was the DoD position that, in both
cases, it is a deliberate allocation of resocurces to get
the best return on investment.

'
The DoD alsc pointed out that it is not uncommon in process
reengineering to find existing information systems can meet
the reengineered information need--thereby avoiding investment
in an entirely new system. The DoD cited the example where
the consumables reengineering effort produced an annual
sav1ngs of $100 million for a $300 million program by employ-
ing greatly Slmpllfled procurement technigques--resulting in
requiring only minor changes to an existing information sys-
tem. According to the DoD, that was also true for spectrum
frequency assignment, where minor changes provided adeguate
information support using existing information systems.

our review indicates that, for the most part, many of the DoD
suggested changes and/or corrections have been incorporated
into the final report. The GAO also appears to have attempted
to revise the tone of the report to recognize some of the
efforts being made by the Department in implementing Corporate
Information Management--nd revised the report to indicate the
Enterprise Model and the Beoz-Allen Study are draft documents.
Other more significant changes are as follows:

e Report Title--Changed report title to--"DEFENSE
MANAGEMENT: Stronger Support Needed for Corporate
Information Management Initiative to Succeed" (from
the more negative title of the draft report, "“Stronger
support Needed for Faltering Corporate Information
Management to Success).

L ' Page 1, Footnote 1l-~Revised Corporate Information
Management savings from $36 billion to $2.2 billiocn
(as a result of DoD comments).

* Page 2, Paragraph l--Revised to state that, in other

areas gains have been marginal instead of the phrase
"little visible gain" used in the draft report.

) Page 3 Paragraph l--Revised to state that the DoD
does not have a Chief Information Officer instead of
the Dob needs a Chief Information Officer.
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® Page 4, Paragraph 1--~Deleted the statement that a
basic tenet of the Corporate Information Management
implementation plan is that Defense should manage
its resources centrally.

s Page 6, Paragraph 3--Deleted the statement that the
original unsubstantiated Corporate Information
Management $36 billion savings benchmark had been
abandoned (which had appeared on Page 6, Para-
graph 3 of the draft report).

e Page 6, Paragraph 4--Revised to recognize the dif-
ficulty in validating and tracking costs and to
acknowledge the DoD position on the feasibility
and value of collecting cost data.

. Page 7, Paragraph 2--Revised to recognize that DoD
had made some progress and to delete the reference
to the dollar target for Cecrporate Information
Management savings.

. Page 7, Paraqraph 3--Deleted the statement that
"most" of the DoD efforts are focused on migration
systemss~—-instead, now stating that current Defense
efforts "focus" on migration systems.

®© Page 7, Paragraph 4-~Revised to reflect 54 systems
will be eliminated instead of 40 systems. Deleted
the statement that seeking short term gains through a
migration systems strategy is a practical approach in
some functional areas. Revised to state that, in some
cases DoD had not sufficiently analyzed migration
systems (instead of the DoD had not sufficiently
analyzed migration system implementation). Revised
to state that the Principal Deputy Comptroller
reversed the decisicn on the selection of the
Defense Logistics Agency system.

e Page 8, Paragraphs 1 and 2 of the Draft Report--
Deleted the discussion regarding the Defense Distri-
bution System.

] Page 8, Paragraph 4--Added a paragraph to address the
basis for the GAC assessment of the DoD progress in
reengineering business areas.

® Page 9, Paragraph l--Revised to state that functiocnal
areas had completed relatively few functional economic
analyses ... instead of stating that none of the areas
had completed functional economic analyses ....
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) e 10 agqraph 1i--Added a sentence to note the
support provided by the Secretary of Defense, as
reflected in his February 26, 1994 letter.

. Page 10, Paragraph 3--Revised the number of projects

underway to improve business processes from 200 to 230.

® Page 11, Paragraph 2--Added a paragraph discussing a
major PoD technical initiative--the Software Reuse

Initiative Vision and Strateqgy.

® Page 11, Paragraph 3--Added a sentence to note that
the Peputy Secretary of Defense issued a memorandum
in October 1993 directing completion of data
standardization within 3 years.

. Page 12, Paragraph 2--Deleted the statements that
(1) the Defense executive level leadership and mid-

level managers must take a more active and visible role
in Corporate Information Management implementation and
(2) Defense should consider convening an advisory group
of experts to provide an independent assessment Swhich
had been included on Page 12, Paragraph 2 of the

draft reporto.

] Page 12, Paragraph 4--Revised to recognize that
the Assistant Secretary of Defense (Command, Control,
Communications, and Intelligence) does not have suffi-
cient authority to oversee and coordinate improvements
in functional areas other than Command and Control.

e Page 14--Revised Recommendaticn 1 to call for the
Secretary Defense to ensure the expeditious
development of a management strategy with ......

) Page l4--Revised Recommendation 2 to call for
the Secretary of Defense to seek the views of
outside expert practitiocners to provide independent
perspectives on Corporate Information Management
initiatives.

°o Page l4--Revised Recommendation 3 to state that
the Secretary of Defense will ensure the develop-
ment of a_oe.n

© Page l4--Revised Recommendation 4 to state that
the Secretary of Defense will ensure an appropriate
balance between departmental efforts to
reengineer....... .-

* % & & &
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Your office continues as the primary action office for this
Since the report contains recommendations and the DoD
was not permitted an opportunity to comment officially on the
draft, a comprehensive DoD response to the final report is
Applicable DoD Directive 7650.2 reguires that the

report.

indicated.
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primary action office de the following:

The DoD comments should be fully responsive to each finding
and recommendation contained in the report.
igsues to be addressed by the DoD is included as an attach-

review the subject report;

collect input from the collateral action offices,

as necessary; -

prepare a proposed response on behalf of the
Secretary of Defense: and

provide the proposed response to this office for
coordination and clearance--prior to its release
to the GAO and the Congress.

ment to this memorandum.

The format to use in preparing the response is a cover letter
addressed to Mr. Gene L Dodaroc, Assistant Comptroller General,

For each finding and recommendation with which
the DoD concurs, concurrence should be stated.
If indicated, clarifying or updating information
may also be presented.

In addition, for each recommendation with which
the Department concurs, please (1) describe the
specific corrective action(s) being agreed to,
(2) how the corrective action(s) will be accom-
plished, (3) the entity or entities responsible
for implementation of the corrective action(s),
(4) the milestone/completion dates, (5) whether
monetary benefits are expected to accrue from
the corrective actions (specific dollar amounts
are not required), and (6) how compliance will
be monitored. In other words, please provide

a detailed corrective action plan.

If the DoD proposes to nonconcur or partially
concur with a finding or recommendation, the
basis for the nonconcurrence should be set
forth and fully discussed.

A summary of the

Accounting and Information Management, U.S. General Accounting

Office, Washington, D.C. 20548 and Mr. Frank C. Conahan,

Assistant Comptroller General, National Security and
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International Affairs Division, U.S. General Accounting

Office, Washington, D.C. 20548. The detailed DoD comments

on the findings and recommendations should be provided as an
enclosure to the cover letter.
response should be able to stand alone--whether or not the

report itself is available.

The collateral action office representatives should contact
your action officer to determine how the collateral action
office input is to be handled.
required,

Please begin the first paragraph of the cover
letter by stating, "This is the Department of
Defense (DoD) response to the General Account-

ing Office (GAO) final report GAO/AIMD/NSIAD-94-101,

‘DEFENSE MANAGEMENT: Stronger Support Needed for
Corperate Information Management Initiative to
Succeed’ (GAO Code 510943/0SD Case 9652)."

The cover letter should be relatively short--
usually no more than two or three pages--(l) pro-
viding the overall DoD position with respect to
the report, (2) explaining any major disagree-
ments, (3) discussing significant issues, and/or
(4) setting forth general vbservations, as may

be appropriate. In addition, the cover letter
should refer to the enclosure for the detailed
DoD comments.

The enclosure to the cover letter should restate
each finding and the recommendation fully (in the
same manner as set forth in the attachment to this
memorandum), with the DoD position immediately
fcllowing each item. Please begin the DoD posi-
tion on each item by stating whether the DoD
concurs, nonconcurs, or partially concurs.

The purpose of the DoD response is to provide

an official Department position on the various
issues raised in the report. KXeep in mind that
it is an overall "DoD" response--not that of any
particular component. For that reason, please
do not indicate whether a specific component
agrees or disagrees with a DoD position or use

personal pronouns. Instead, please state,
?"The DoD concurs....," or "It is the DoD
position....," etc.

A reminder~-in preparing the written response,
please do not use any abbreviations or acronyms--
except for "DoD," “GAC," "FY," and "U.8.%

Please remember that the DoD

Assuming written input is
it should be provided to your office no later
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FINDING B: efense Needs Corporate ormatio ageme
Strategic Plan. The GAO asserted that initiatives of the
complexity and magnitude of Corporate Information Management

cannot succeed without a well-conceived strategic plan.

The

GAO concluded that the DoD does not yet have a comprehensive
strategic plan coordinating the large number of activities
directed to achieving Corporate Information Management
objectives.

Clear, Consistent Guidance Needed--The GAO found
that no clear or consistent understanding of
Corporate Information Management existed and the
initiative had not been effectively implemented.
The GAO asserted that the DoD approach to Corporate
Information Management could be found in a number
of documents, including a Corporate Information
Management implementation plan, draft guidance on
functional process improvement, and an enterprise
model for defining and integrating functions. The
GAO further concluded, however, that although the
documents contain several aspects of an acceptable
strategic plan, including organizational structure
and milestones, none represent an overall Corporate
Information Management strategy. The GAO also con-
cluded that the documents do not (1) relate technical
and management improvement efforts to each other or
tc other reform efforts underway throughout the
Department, (2) identify goals, define responsibi-
lities and commensurate authority, (3) specify tasks
and target dates, and (4) establish measures to
assess performance and progress.

Performance Measures Needed--The GAO asserted that
the need for performance measures was particularly
important. The GAO found that (1) the DoD does not
know how much it has spent on Corporate Information
Management or the savings achieved, (2) the funding
is scattered throughout the various components
involved in Corporate Information Management acti-
vities, and (3) no guantitative means exist to
assess current processes or measure progress when
changes are made.

Tracking Savings is Needed--The GAO also cobserved
that the DoD is not currently tracking savings
derived from Corporate Information Management.

The GAO 'did, however, recognize the difficulty of
validating and tracking savings resulting from
initiatives or from other factors (such as reduced

Attachment to Memo~-GAO

Page 2 of 10

SN Final Report--08D Case 9652
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GAO FINAL REPORT GAO/AIMD/NSIAD-94-101 - DATED APRIL 12, 1994
{(GAO CODE 510943) OSD CASBE 9652

WDEFENSE MAMNAGEMENT: STRONGER SUPPORT NEEDED FOR CORPORATE
INFORMATION MANAGEMENT INITIATIVE TO BUCCEED"

FINDINGS AND RECOMMENDATIONS TO BE ADDRESSED
IN THE DOD RESPONSE TC THE GAC FINAL REPORT

* h & & &

PINDINGS
e FINDING A: oOverview of the Corpora formation
Management. The GAO reported that, to meet the goal of

operating more efficiently, in October 19839 the Deputy
Secretary of Defense laid the foundation for Corporate
Information Management by forming an Executive Level Group
of high level industry and Defense officials. The GAC
observed that the Executive Level Group recommended that
the Department adopt a management philosophy emphasizing
improving business methods before identifying specific
computing and communications technologies.

The GAO reported that the Department endorsed the Executive
Level Group recommended approach and formally established
Corporate Information Management. The GAO ocbserved that the
initiative was intended primarily to be a top-down effort to
simplify and improve functional processes. The GAO pointed
out that, conceptually, Corporate Information Management
emphasizes continucus improvement of business methods and
incremental gains through the use of technigues such as

best practices. The GAO further pointed out that management
adopted a migration strategy to achieve short-term benefits.
The GAO explained that under the "migration" strategy, the
DoD was selecting its best existing or "legacy" systems to
effect immediate cost savings and standardization--to pave
the way for moving to the eventual "target" systems.

The GAO reported that, in January 1991, the Deputy Secretary
of Defense approved a Corporate Information Management
implementation plan developed by the Office of the Assistant
Secretary of Defense (Command, Control, Communications,

and Intelligence). The GAO noted that, in August 1992,

the Director of Defense Information issued draft guidance

on improving business processes within functional areas.

The GAC furtler noted that a basic tenet of both the plan
and the guidance was that Defense should manage and imple-
ment business improvements along functional lines.

(pp. 3-4/ GAO Final Report)

- - Attachment to Memo--GAO
AFW<§31 1994 Final Report--08D Case 9652
Page 1 of 10
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. FINDING B: Defense Needs a Corporate Information Management
Btrategic Plan. The GAO asserted that initiatives of the
complexity and magnitude of Corporate Information Management
cannot succeed without a well-conceived strategic plan. The
GAO concluded that the DoD does not yet have a comprehensive
strategic plan coordinating the large number of activities
directed to achieving Corporate Information Management
objectives.

- Clear, Consistent Gujdance Needed--The GAO found
that no clear or consistent understanding of
Corporate Information Management existed and the
initiative had not been effectively implemented.
The GAO asserted that the DoD approach to Corporate
Information Management could be found in a number
of documents, including a Corporate Information
Management implementation plan, draft guidance on
functional process improvement, and an enterprise
model for defining and integrating functions. The
GAO further concluded, however, that although the
documents contain several aspects of an acceptable
strategic plan, including organizational structure
and milestones, none represent an overall Corporate
Information Management strategy. The GAQO also con-
cluded that the documents do not (1) relate technical
and management improvement efforts to each other or
to other reform efforts underway throughout the
Department, (2) identify goals, define responsibi-
lities and commensurate authority, (3) specify tasks
and target dates, and (4) establish measures to
assess performance and progress.

- Performance as s Needed~--The GAO asserted that
the need for performance measures was particularly
important. The GAO found that (1) the DoD does not
know how much it has spent on Corporate Infermation
Management or the savings achieved, (2) the funding
is scattered throughout the various components
involved in Corporate Information Management acti-
vities, and (3) no quantitative means exist to
assess current processes Or measure progress when
changes are made.

- Tracking Savings is Needed--The GAO also observed
that the DoD is not currently tracking savings
derived from Corporate Information Management.

The GAO 'did, however, recognize the difficulty of
validating and tracking savings resulting from
initiatives or from other factors (such as reduced

A;d;'“‘ibu" Attachment to Memo-~-GAO
N Final Report=--08D Case 9652
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workloads and changes in force structure). The GAO
nonetheless concluded that, without an assessment

of costs and benefits, the large scale commitment of
DoD resources to Corporate Information Management is
questionable. The GAO noted that DoD officials
questioned the feasibility and value of collecting
cost data for all business process improvement and
reengineering efforts. The GAO asserted, however,
that obtaining cost information for major projects
is critical. The GAO concluded that existing cost
justification procedures, such as functional economic
analyses, for making process and system investment
decisions, combined with a post-audit of benefits
obtained are important tools for determining the
edonomic outcomes of the Corporate Information
Management initiative. (pp. 5-7/GAO Final Report)

FINDING €: cCor ate Information Manageme mplementatio
Enmphasizes Selection of Migration Systems. The GAC con-
cluded that DoD had made some progress under Corporate
Information Management--but noted that the results achieved
related principally to standardizing information systems
rather than making improvements to business processes or
achieving technical gains in areas such as data administra-
tion. The GAO observed that the current DoD efforts for
Corporate Information Management are focused on a migration
systems strategy--whereby the best existing systems in each
functional area are to be adapted for Department-wide use.
The GAO explained that the migration systems will then be
used (and mcdified as necessary) until the DoD determines
what target or formal systems is needed to support improved
business processes. The GAO noted that, in October 1993,
the Deputy Secretary of Defense signed a memorandum direct-
ing that migration system selection be accomplished for all
Corporate Information Management functions by early 1994.

The GAC reported that, according to the DoD, significant
savings can be achieved by eliminating thousands of exist-
ing (or legacy) systems and replacing them with standard
(migration) systems. The GAO cited an example in the
Finance area, where the DoD had selected eight migration
systems and had identified 54 systems for elimination.

The GAD observed that the DoD currently estimated savings
of nearly $800 million for three of the eight migraticn
systems. The GAO pointed out, however, that in some cases,
the DoD had fiot sufficiently analyzed whether implementing
a migration system was technically feasible and cost-

Attachment to Memoc~-GAO
St Final Report--0O8D Case 9652
Page 3 of 10
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justified. The GAO cited the example where the Acting
Comptroller selecting a Defense Logistics Agency system

in 1992 (the Defense Business Management System) as the

DoD cost accounting system to support the Defense Business
Operations Fund (Fund)--without first evaluating the
system’s costs, benefits, and technical risks or defining
all of the features needed for the Fund. The GAO noted
that subsequently, the Principal Deputy Comptroller reversed
the decision and directed an evaluation of alternative
systems. (p. 7/GAC Final Report)

® FINDING D: More Progress Needed Toward Reengineering
Defense Business Areas. The GAO reported that, under
Corporate Information Management, each of the Principal
Staff Assistant is responsible for overseeing business
process reengineering within their respective functional
areas. The GAO concluded that, of the nine functional
areas and activities it reviewed, Department-wide pro-
gress in implementing Corporate Information Management
had been disappointing.

- Functional Economic Apalyses--The GAO found
that the areas had completed relatively few
functional economic analyses and did not develop
measures to assess their performance and progress
in implementing changes to business processes.
The GAO found, however, that some of the areas
had made progress-—{1) in establishing organiza-
tions to oversee improvement efforts and (2) in
developing plans for implementing Corporate
Information Management within their specific func-
tions. The GAO noted that two functional areas,
Health Affairs and Distribution, had made more
overall progress than others. The GAO pointed cut
that efforts to consolidate the health area were
well underway before Corpcrate Information Manage-
ment was established, which had focused significant
attention on its Coordinated Care Program, designed
to improve military health services and reduce
escalating costs. The GAO noted that the DoD had
recognized the need for an integrated planning and
management database and completed an information
systems plan for such a program, thereby providing
a foundation for continued improvements. The GAO
further found that, in the supply distribution area,
responsible senior managers were directing reengi-
neering efforts--and piloting and adopting best

practices.
Attachment to Memo--GAO
Final Report--0SD Case 9652
;ﬁill;;_iﬁﬁ4 Page 4 of 10
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- Integrating Reengineering Efforts--The GAO found

that the functional areas have made little progress
in integrating reengineering efforts. The GAO con-
cluded that most efforts to improve business pro-
cesses had occurred in "stovepipes"--that is, within
functional areas with insufficient regard to their
effect or relationship to other functional areas.

The GAO pointed ocut that the Department is developing
its Enterprise Model to illustrate the interrelation-
ships of the various functional areas and is attempt-
ing to use the model to demonstrate the importance

of integration. The DoD noted that, in a February 26,
1994 letter, the Secretary of Defense also emphasized
the importance of integration, point out that the
Department must focus on cross-functional integra-
tion if it is to make any significant improvements.

The GAO pointed out that the Defense Joint

Logistics Supply Center review of the supply item
purchase process illustrated the complexity of

some processes and the critical need for integration.
The GAO observed that the Center found that practices
to prepare a supply contract, such as determining

the type and amount of items needed, fall under the
Logistics Corporate Information Management effort.

The GAO explained, however, that improving business
practices performed after the supply contract is
awarded is the responsibility of Procurement Corporate
Information Management and improving accounting for
supply contract expenditures falls under Financial
Corporate Information Management. The GAO also

found that each of these groups was basically operat-
ing independently. The GAO concluded that the efforts
of each group must be carefully coordinated to ensure
maximum gains and to preclude making isolated changes
that may be detrimental to other functions.

- Impreving Business Procesges--The GAO reported that

the the DoD had about 230 projects underway to improve
business processes. The GAO noted, according to the
Booz-Allen studythat those projects have generally not
been coordinated with each other and were not the broad
functional area reengineering efforts planned under
Corporate Information Management. The GAO did note,
however, the DoD reported that some of those efforts
has already yielded improved productivity. The GAO
cited the example where the DoD reported that a
project at the Defense Logistics Agency to improve

Attachment to Memo~-GAO
Pinal Report--0SD Case 9652

Fio e Lo Page 5 of 10
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the management of supply items had shortened the
replenishment cycle time by 96 days and reduced
annual overhead costs by $100 million. {pp. 8-10C/
GAC Final Report)

& FPINDING E: Progress In Corporat formatio

a Technical itiativer. The GAC reported that,
to support the goals of Corporate Information Management,
the Department of Defense started several technical initia-
tives, including the software reuse and data administration
programs and the integrated computer-aided software engi-
neering acquisition. The GAO pointed out that the DoD
goals for improving data administration included (1) improv-
ing the quality and timeliness of data and (2) encouraging
data sharing, both within and outside the Department. The
GAO reported that the integrated computer-aided software
engineering acquisition--potentially costing over $1 bil-
lion--was intended to provide standard software development
tools to the Department to improve software quality and
reduce the costs of developing and maintaining Defense
software. The GAO reported that, with respect to soft-
ware reuse, one of the major DolD accomplishments is the
development of the "DOD Software Reuse Initiative Vision
and Strategy." The GAO noted that document, published in
July 1992, laid out the DoD goals and strategies for
changing the way the DoD constructs software. The GAO
concluded, however, that the DoD must resolve significant
technical, legal, and organizational issues in order to
achieve the greatest benefits and savings from software
reuse practices.

The GAO found that the DoD had made limited progress
toward achieving the goals of the managing data as a
corporate asset to achieve large-scale cost reductions and
improved operations. The GAO concluded that, despite years
of effort, the DoD still had not determined what data it
needed to manage on a Department-wide basis and, as a
result, continued to be hindered by poor data management
practices that impede the exchange, integration, and
comparison of data used within and outside the Department.
The GAO observed that, to address those problems, the
Deputy Secretary issued an October 1993 memorandum direct-
ing the DoD components and agencies to complete data
standardization within 3 years.

e )

Attachment to Memo--GAO

o Final Report—--oSD Case 9652
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The GAO asserted that the DoD plan to procure and install
integrated computer-aided software engineering throughout
the Department is risky and premature. The GAO pointed
out that the DoD awarded a contract for integrated computer-
aided software engineering to Lockheed Corporation in
November 1993 but subsequently canceled the contract after
determining that the Lockheed proposal did not meet the
mandatory requirements of the solicitation. The GAO noted
that the DoD is now evaluating the remaining proposals and
planned to award a new contract within a few months.

(pp. 10-11/GAO Final Report)

® FINDING F: Executive Jevel Commitment, Involvement,

and Authority Are Insufficient for Corporate Information
ana ent to Bucceed. The GAO reported that its work

and that of others had shown that (1) senior managers in
the Office of the Secretary of Defense, in the Military
Services, and in the Defense agencies were not uniformly
committed to and supportive of Corporate Information
Management, (2) delegation of management authority had not
been done or was unclear, and (3) resources for accomplish-
ing tasks wase divided among various activities with no
central oversight or control. The GAC concluded that,
unless the DoD executive-level leadership and mid-level
managers take a more active and visible role, brcad accept-
ance and understanding of Corporate Information Management
would not occur and cultural opposition to change would
continue. The GAO asserted that the DoD should also
consider obtaining the views of ocutside experts to pro-
vide an independent assessment of how best to overcome
cultural barriers.

The GAO reported the Assistant Secretary of Defense
(Command, Control, Communications, and Intelligence)

was responsible for implementing Corporate Information
Management and, as such, was responsible for overseeing

and integrating business process innovation within and
across functional areas. The GAO asserted, however, that
the Assistant Secretary (Command, Control, Communications,
and Intelligence) wwas only one of several Principal Staff
Assistant responsible for implementing Corporate Information
Management within their respective functional areas. The
GAO asserted that the Assistant Secretary (Command, Control,
Communications, and Intelligence) does not have sufficient
authority to..oversee and coordinate improvements in func-~
tional areas other than Command and Control and is, there-
fore, unable to ensure that Corporate Information Management
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goals are realized. The GAO concluded that success is
maximized when overall responsibility and authority for
Corporate Information Management are held by an individual
capable of integrating plans and priorities across func-
tional areas, making decisions, and accepting responsi-
bility. The GAO, therefore, further concluded that such
responsibility should be placed at a high encugh level to
have the authority to cut across organizational lines and
direct others assigned from the functional areas. The GAO
pointed out that layers of authority between the official
and the functional Principal Staff Asesistants should be
minimized.

The GAQ concluded that the establishment of a Chief
Informdtion Officer position would help strengthen agency
information technology management. The GAO noted that, in
its January 1994 testimony before the Senate Governmental
Affairs Committee, it has indicated a Chief Information
Officer would (1) work with agency senior management

to define strategic information management priorities,

(2) support program officials in defining information

needs and developing strategies, systems, and capabili-
ties to meet those needs, (3) provide an overall view and
understanding of the functional areas and their inter-
relationships, combined with knowledge of sound informa-
tion management practices, and (4) work closely with senior
Department leadership--including the Deputy Secretary of
Defense, the Military Service Secretaries, and the Principal
Staff Assistants to help improve the DoD basic business
planning, processes, and systems. (pp. 12-13/GA0 Final

Report)
* & % N &
RECOMMENDATIONS
] RECOMMENDATION 1: The GAC recommended that the Secretary

of Defense ensure the expeditious development of a manage-
ment strategy with well-defined roles and authorities

(1) to plan and manage Corporate Information Management,

{(2) to gain the mutual commitment and support of the
Military Services and Defense agencies to overcome cultural
barriers that are deeply entrenched in some areas and in
the process of changing in other areas, and (3) to manage
and control funds to ensure effective implementation and
integration of improved business processes and systems.

The GAO further recommended that such effort should include
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establishing a Chief Information Officer--and could involve
creating a committee or board that included the Deputy
Secretary of Defense, the Secretaries of the Military
Services, the Principal Staff Assistant, and the cChief
Information Officer. (p. 14/GAC Final Report)

' RECOMMENDATION 2: The GAO recommended that the Secretary
of Defense seek the views of outside expert practitioners
to provide independent perspectives on the Corporate
Information Management initiative. (p. 14/GAO Final Report)

© RECOMMENDATION 3: The GAO recommended that the Secretary
of Defense ensure the development of a cohesive, complete
strategic plan to guide Corporate Information Management
implementation and integration. The GAO further recommended
that such a plan should build on the Executive Level Group
recommendations and the 1991 Corporate Information Manage-
ment implementation plan--(1l) clearly articulating the goals
and objectives of the initiative, (2) identifying the major
tasks to be performed and associated resource requirements,
(3) defining responsibilities and authority, (4) prescribing
milestones for actions to be completed, and clearly describ-
ing the relationships between each of the functional areas.
(p. 14/GAO Final Report)

® RECOMMENDATION 4: The GAO recommended that the Secretary
of Defense ensure an appropriate balance between depart-
mental efforts to reengineer and integrate business pro-
cesses and to standardize systems. The GAO further recom-
mmended that the effort should be included as a key aspect
of the Department’s strategic Corporate Informaticn
Management plan and is critical to obtaining significant,
long~-term operational improvements and savings--while
concurrently making short-term systems improvement
efforts where justified. (p. 14/GAOC Final Report)

3 RECOMMENDATION S: The GAO recommended that the Secretary
of Defense require migration systems to be supported by
sound economic and technical analyses before implementation.
(p. 14/GAQ Final Report)
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® nggggggggzlgg__. The GAO recommended that the Secretary

of Defense reguire (1) that the costs and benefits of major
process and systems improvements be assessed prior to
making investment decisiocns and (2) that post—audlts be
performed to assess benefits and verify cost savings
obtained. (p.- 14/GAO Final Report)

] RECOMMENDATION 7: The GAO recommended that the Secretary
of Defense direct the Principal Staff Assistants to estab-
lish plans consistent with the overall strategic plan’s
goals and objectives. The GAO further recommended that
(1) those plans should include performance measures to
evaluate progress within their respective functional areas
and (2)' that the measures be used to assess current opera-
tions and reengineered processes and identify costs and
savings derived from functional improvements and new
systens. (The GAO explained that a prerequlslte to this
was the need to collect reliable cost informaticn on a
systematic basis.) {pp. 14-15/GA0 Final Report)

~
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United States X REPD ne
G AO General Accounting Office OAEu,AFUVGA('

Washington, D.C. 20548 - .
g APE 12 3

Accounting and Information
Management Division

B-241969
April 12, 1994

The JHonorable William J. Perry
The Secretary of Defense

Attention: DOD Office of the Inspector General
Assistant IG for Analysis & Followup

Dear Mr. Secretary:

Enclosed are 40 copies of our report to the Chairman,
Committee on Governmental Affairs, U.S5. Senate, entitled
Defense Management: Stronger Support Needed for Corporate
Information Management Initiative to Succeed {GAO/AIMD-S4-
101)., This report provides an overview of the Department’'s
progress in implementing CIM and identifies problems that
must be addressed for the initiative to succeed.

This report makes recommendations to you. As you know, 31
U.5.C. 720 requires the head of a federal agency to submit
a written statement on actions taken on our recommendations
to the Senate Committee on Government Operations not later
than 60 days after the date of this letter. A written
statement must also be submitted to the House and Senate
Committees on Appropriations with the agency‘'s first
request for appropriations made more than 60 days after the
date of this letter.

Sincerely yours,

Gene L. Dgdaro
Assistant Comptroller General

Fiuva. Kepoer
osd CASE FbS2.
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United States
General Accounting Office
Washington, D.C. 20548

Accounting and Information
Management Division

B-241969
April 12, 1994

The Honorable John Glenn
Chairman, Committee on Governmental Affairs
United States Senate

! Dear Mr. Chairman:

The Department of Defense faces huge challenges in effectively managing
its diverse operations as it downsizes its forces and activities. It has
already made reductions to its force structure, and more are planned. At
the same time, trimming operational support costs by designing more
efficient work processes, integrating essential data systems, and
automating more program and administrative operations is essential to
achieving productivity gains. To help meet this challenge, Defense began
its Corporate Information Management (CIM) initiative in October 1989.

: CIM entails a major effort to improve Defense operations and

: administrative support by streamlining business processes, upgrading

| information systems, and improving data administration and other
technical areas. The initiative encompasses all Defense functional areas
including Command and Control, Finance, Material Management,
Distribution, Procurement, and Human Resources. The Department

| spends a reported $88 billion annually on these activities and estimated in
1881 that it would be able to save billions through implementation of cm.!

Based on your January 26, 1894, request and discussions with your office,
we evaluated Defense’s efforts in implementing the cov initiative. This
report provides an overview of our assessment of the Department’s
progress in improving business processes and information systems and
identifies problems that must be addressed for the initiative to succeed. In
addition, this report is one of several responding to your request that we
review key Defense efforts supporting ¢ implementation. A list of related
reports is presented at the end of this report.

N
R

e —— ] ; " " N -
Results in Brief Defense’s efforts to reengineer its business processes, standardize and

integrate data, and improve its information systems under ¢ have yielded
mixed results to date. Over the past 4 years, Defense has had some
success in implementing Cm in certain functional areas, such as

!We reported in 1991 that although some level of savings may be possible. Defense’s estimated
$2.2 billion savings was not supported by any data or analysis. Defense ADP Corporate Information
Management Savings Estimates Are Not Supported (GAO/IMTEC-81-18, February 22, 1981).

i Page 1 GAO/AIMIVNSIAD-84-101 Corporate Information Management Inftintive
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Distribution and Health Affairs, but in other areas gains have been
marginal.

Defense also does not know how much it has spent on ciM. While the
Department has reported spending over $8 billion annually on antomated i
data processing costs, the portion attributable to cM is difficult to identify

' because most implementation efforts have not been funded or tracked
centrally. Instead, funds are spent through a widely diverse set of activities
and budgets. Major investments in reengineered processes and systems
should be made based on assessments of costs and benefits; the
Department needs to collect reliable cost information, complete functional
ecanomic analyses, and conduct post-audits to ensure wise
decisionmaking.

Implementing sweeping management reforms such as the Civ initiative is
an extremely difficult endeavor. However, Defense must significantly alter
its management approach in order for ciM to have any chance to fully
succeed. First, Defense must develap a cohesive, complete strategic plan
for cM, one that clearly provides goals, objectives, responsibilities, and
milestones and provides performance measures to assess progress.
Without a well-articulated plan Defense's cmm efforts will continue to be
fragmented and uneven, Moreover, confusion and misunderstanding about
what is to be achieved will linger and further erode the credibility of the
effort.

Second, Defense’s implementation approach should shift more effort to
reengineering business processes and systems, rather than devoting the
majority of its attention to making short-term efforts to standardize
systems. While both are important, most productivity gains will come from
reengineering processes and information systems and integrating them
across functional lines. Because little work has been done to reengineer
processes, gains have been minimal, and Defernse is at risk of merely
automating existing inefficient processes. -

- Finally, Defense has not operated crv in a manner to ensure continuous
top management commitment and garner support among critical mid-level '
managers. To date, c™ has been perceived as a lower priority in Defense
than its importance warrants, and actions necessary to achieve progress
have been difficult to effect. Without greater support from all managerent
levels ciM cannot produce meaningful cultural and technical change and
achieve its goals. In addition, without adequate authority to direct
resources to priority needs and departimentwide goals, managers cannot

Page 2 GAO/ATMD/NSIAD-84-10) Corporate Information Management Initiztive
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effectively implement ciM. Also, Defense does not have a Chief Information
Officer who would support top Defense managers in accomplishing CiM's
objectives.

P :
B ackground To meet the goal of operating more efficiently, the Deputy Secretary of

! Defense laid the foundation for cM in October 1989 by forming an
Executive Level Group (ELG) of high-level industry and Defense officials.
This group was convened to evaluate Defense business practices and
suggest an overall direction for the Departinent. It noted that Defense has
traditionally viewed information management as merely automating
existing business processes in order to cut costs.

The ELG observed that when new techniology was applied, the benefits
often did not materialize. This was principally because little effort was
made to first improve processes. The ELG recormmunended that the
Department adopt a management philosophy that emphasizes improving
business methods before identifying specific computing and
communications technologies.

The Department endorsed the £LG's recommended approach and formally
established cpv. The initiative is intended to be primarily a top-down effort
to simplify and iraprove functional processes by (1) documenting business
goals, methods, and performance measures, {2) identifying and developing
improved business processes and data requirements, and (3) evaluating
and applying information technology to support these improved business
processes. Conceptually, ciM emphasizes continuous improvement of
business methods and incremental gains through the use of technigues
such as best practices. In addition, management also adopted a strategy to
achieve short-term benefits. Under this “migration” strategy®, Defense is
selecting its best existing or “legacy” systems to effect immediate cost
savings and standardization to pave the way for moving to the eventual
“target” systems.

In January 1891, the Deputy Secretary of Defense approved a CIM
implementation plan developed by the Office of the Assistant Secretary of
Defense for Command, Control, Communications and Intelligence
(car)—the Assistant Secretary for €3l is responsible for setting policy and
implementing cm. In August 19892, the Director of Defense Information

1!

ZFor example, the military services each have their own civilian payroll systems. Under this concept.
Defense plans to implement the Defense Civilian Pay System and eliminate systems inctuding the Atr
Force Civilian Automated Pay System, the Standard Army Civilian Payroll System, the Marine Corps
Automated Leave/Pay System, and several Navy systerus.

Page 3 GAO/AIMIWNSIAD-94-101 Corporate information Management Initiative
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issued draft guidance on improving business processes within functional
areas. A basic tenet of this plan and guidance is that Defense should
manage and implement business improvements along functional lines,

This is a major shift because each military service and Defense agency has

’ historically managed its own business functions, such as Procurement, .
Finance, and Health. Under Defense Directive 8000.1, “Defense l
Information Management Program”, which establishes policy for
implementing ¢, senior functional officials, known as Principal Staff ]
Assistants (PSA), are now responsible for implementing improvements
within the Department’s business functions across service and agency
lines. These officials, generally at the Assistant Secretary of Defense level,
are responsible for evaluating their respective business areas, ‘
reengineering them as required, and identifying information systems and
technology needed for support.

Sc ope an d To address our objective of evaluating Defense's progress toward
improving its business processes, information systems and technology

Methodology under cv, we reviewed Defense’s plans, policies, procedures, directives,
and memoranda related to the initiative. These included Defense's cim
Implementation Plan, draft Enterprise Model® and draft manual 8020,1M
on performing functional process improvement. We also reviewed reports
and assessments of M performed by other organizations between
January 1993 and February 1994. These were performed by the
Information Technology Association of America, George Mason
University's Institute of Public Policy, Booz-Allen and Hamilton, Inc., and
the Defense Inspector General. Appendix 1 summarizes the findings and
scope of each study.

We evaluated Defense’s progress in implementing M by assessing nine
functional areas.! We selected these areas based on availability of data and
their importance. Specifically, we (1) discussed the status of ¢ efforts
with functional area managers, (2) reviewed pertinent documentation,

(3) analyzed the Department’s January 31, 1994, submission to you
describing the functional areas’ progress in implementing cmm, and

4

*Defense’s Enterprise Mode) (draft) is an effort to demonstrate the interrelationships between
functional areas and the potential for cross-functional integration. Defense plans to use this model ta
decrease funcronal and system “stovepiping” and maximize benefits and savings from CIM.

*The nine functional areas we assessed are depot maintenance, material management, distribution,

pracurement, finance, health affairs, command and contral, human rescurces, and reserve
components.

Page 4 GAQ/AIMIVNSIAD-84-101 Corporate Information Mansgement Inltiative
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(4) analyzed information from other ongoing and prior work we have
performed in the functional areas.

For each functional area, we then assigned a rating reflecting our
assessment of the implementation status for each of the steps necessary to
implement ciM. The ratings used to describe Defense's efforts are

(1) substantially cornplete, (2) underway but incomplete, and (3) just
beginning. We discussed our assessments with Defense Information
Management staff in the Office of the Secretary of Defense (0sp) and made
changes to reflect their views.

In addition, we interviewed senior osp officials including the Assistant
Secretary of Defense for c31 and the Deputy Assistant Secretary of Defense
for Information Management. We interviewed 0sp functional officials
responsible for managing cpv, in areas inciuding Acquisition, Command
and Control, Distribution, Environment, Finance, Health Affairs, Material
Management, Procurement, and Reserve Affairs. We interviewed Defense
Information Management staff responsible for overseeing cmM, as well as
military service and Defense agency personnel responsible for
implementing cmv. We also obtained related information from other Gao
reviews.

Our work was performed in accordance with generally accepted
government auditing standards, between October 1993 and April 1994,
primarily at 0sD offices in Washington, D.C. We did not obtain written
comments on a draft of this report. However, we discussed the report's
contents with senior Defense officials, including the Deputy Assistant
Secretary of Defense for Information Management. We incorporated their
coraments as appropriate.

Initiatives of the complexity and magnitude of ¢ cannot succeed without
Defense; Needs a CIM a well-conceived strategic plan. That plan should clearly articulate a
Strateglc Plan vision, goals, responsibilities, target dates, and performance measures and
o describe how the initiative fits with other organizational priorities. We
stated in 1891 that Defense needed to develop an overall strategy for
concurrently achieving short and long term cM goals.®

Other organizations have similarly reported on the critical need for clear
communication of the Department’s plans and directions for ci™. In its

5Defense ADP: Corporate Information Management Inidadve Faces Significant Challenges
(GAO/MMTEC-91-35, Aprit 22, 1991).

Page 5 GAO/ATMD/NSIAD-94-101 Corporate Information Management Infitiative
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January 28, 1993, report on ciM, the Defense Inspector General found that
“the institationalization of the ¢ initiative is severely hampered by the
lack of an overall civ plan that is clearly presented to and understood by -
pob managers and the subsequent inability to develop an effective i
consensus and support for the initiative by those same managers.” In its

' February 3, 1994 draft report, Booz-Allen stated that efforts to improve
Defense business processes were “based more on individual initiative than
a deliberate, organizational approach to increasing effectiveness or
reducing costs.”

Defense does not yet have a comprehensive strategic plan coordinating the
large number of activities directed to achieving cM objectives. As a result,
no clear or consistent understanding of ¢ exists and the initiative has not
been effectively implemented. Defense's approach to ¢iM can be found in a
nurber of documents, including a ci™ implementation plan, draft guidance
on functional process improvement, and an enterprise model for defining
and integrating functions. Although the docuinents contain several aspects j
of an acceptable strategic plan, inciuding organizational structure and "
milestones, none represent an overall Civ strategy. They do not relate
technical and management improvement efforts to each other or to other
reform efforts underway throughout the Department. In addition, they do
not identify goals, define responsibilities and commensurate authority,
specify tasks and target dates, and establish measures to assess
performance and progress.

The need for performance measures is particularly important. Defense
does not know how much it has spent on cmM or the savings achieved.
Funding is scattered throughout the various components involved in cim
activities, and no quantitative means exist to assess current processes or
measure progress when changes are made.

Defense is not currently tracking savings derived from cmM. We reported in

October 1993 on the difficuity of validating and tracking savings resulting

_ from initiatives or from other factors such as reduced workloads and

= changes in force structure.® However, without an assessment of costs and .
benefits, the large scale commitment of Defense resources to ciM is ‘
questionable. Detense officials questioned the feasibility and value of
collecting cost data for all business process improvement and
reengineering efforts. We believe, however, that obtaining cost
information for major projects is critical; existing cost justification
procedures, such as functional economic analyses, for making process and

*Defense Management Review (NSIAD-84-17R, October 7, 1993).
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system investment decisions, combined with a post-audit of benefits
obtained are important tools for determining the economic outcomes of
the cov initiative.

: Defense has made some progress under cIM, but results achieved relate
CIM Implementa‘tlon principally to standardizing inform=aton systems rather than making
Approach Produces improvements to business processes or achieving technical gains in areas
Margma_l Progress such as data administration. While both are important, Defense estimated

that most of the projected savings from ¢ would come from
reengineering processes and integrating them across functional areas.
Unless Defense focuses more on reengineering concurrent with its system
improvement efforts, progress toward the significant benefits and cost
savings projected for c will not be attained.

CIM Implementation Defense's current efforts for civ are focused on a migration systeras
Emphasizes Selection of strategy whereby the best existing systems in each functional area are to
Migration Systems be adapted for departmentwide use. These systems will then be used (and

modified as necessary) until Defense determines what target or final
systems it needs to support improved business processes. In November
1992, the Assistant Secretary of Defense for Production and Logistics
issued the Logistics ciM Migration Master Plan. This plan established the
selection of migration systems as a priority for the logistics business area.
In October 1993, the Deputy Secretary of Defense signed a memorandum
directing that migration system selection be accomplished for all ciM
functons by early 1994

Defense has stated it can achieve significant savings by eliminating
thousands of existing {or legacy) systems and replacing them with
standard (migration) systems. For example, in the Finance area, Defense
has selected 8 migration systems and has identified 54 systems for
elimination. Defense currently estimates savings of nearly $800 million for
3 of the 8 migration systems. However, in some cases, Defense has not
sufficiently analyzed whether implementing a migration system is
technically feasible and cost-justified. To illustrate, the Acting Comptroller
selected a Defense Logistics Agency system, the Defense Business
Management System, in 1992 as the Department’s cost accounting system
to support the Defense Business Operations Fund, without evaluating the
system’s costs, benefits, and technical risks or defining all cf the features
needed. Subsequently, the Principal Deputy Comptroller reversed this
decision and directed an evaluation of alternative systems.

i
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More Progress Needed Under ¢mM, each of the Principal Staff Assistants is responsible for
Toward Reengineering overseeing business process reengineering within. their respective
Defense Business Areas functional areas. To maximize potential benefits, a top-down approach to

Ccv was recommended by the LG with emphasis on reinventing the way
the Departiment runs its functional areas. This approach involves steps to

’ identify processes and needed data, reengineer processes, standardize
data, develop economic analyses to justify changes to the processes,
identify systems and technology requirements, and develop automated
systems to support the new processes.

In February 1994, Booz-Allen reported that Defense's progress in
improving its business processes has been mixed. The report
characterized Defense's efforts as unfocused and bottom-up driven, as
opposed to top-down, and noted that while Defense has made some
improvements to its processes, most of these have “facused on local
functional improvements, rather than the far-reaching change that can
result in significant improvements throughout the Departinent.”

Our evaluation of nine functional areas and activities showed that
Departmentwide progress in implementing cv has been disappointing, as
figure 1 shows. For each functional area, we assessed the (1) psa’s
authority and organizational effectiveness, (2) availability and quality of an
implementation plan, (3) status of functional economic analyses,

(4) availability and quality of performance measures, (5) status of
migration systems selection and implementation, (6) status of efforts to
reengineer business processes by identifying how business is done today
(“as is” model) and how business can be performed better (*to be” model),
(7) status of efforts to reengineer systems, both as currently used and
potentially used, and (8) the availability of target systems to support
reengineered processes. These are key aspects of the Department’s efforts
to improve its business processes, information systems, and use of
technology and relate closely to the Committee’s November 30, 1993,
request to Defense for information on the status of ciM implementation
efforts.

Making these assessments required evaluating a number of factors and
projects where milestones had not been established for measuring
progress. Consequently, these assessments represent our best judgment of
the collective information we received in each area. We dc not intend
them to be precise measures, but they do represent a basic gauge of
progress. See appendix II for further explanation of these assessment
factors.

Page 8 GAO/AIMD/NSIAD-94-101 Corporate Information Management Enitiative
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Figure 1: Status of CIM Implementation Within Selected Functional Areas
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The areas had completed relatively few functional economic analyses and
did not develop measures to assess their performance and progress in
iraplementing changes to business processes. Same of the areas, however,
had made progress in establishing organizations to oversee improvement
efforts and developing plans for implementing cov within their specific
funcdons.

Two functional areas, Health Affairs and Distribution, had made more
averall progress than others. Efforts to consolidate the health area were
well underway before ¢ was established, which provided some
Departmentwide consensus and a foundation for change. Under c1v,
Health Affairs has focused significant attention on its Coordinated Care
Program, designed to improve military health services and reduce
escalating costs. Defense has recognized the need for an integrated
planning and management database and completed an information
systems plan for this program, thereby providing a foundation for
continued improvements. In the supply distribution area, responsible
senior managers are directing reengineering efforts, and piloting and
adopting best practices.
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In addition to performing work covering key aspects described in figure 1,
the functional areas have made littie progress in integrating reengineering
efforts. Most efforts to improve business processes have occurred in
“stovepipes”, that is, within functional areas with insufficient regard to
their effect or relationship to other functional areas. However, the

' Department is developing its Enterprise Modei to illustrate the
interrelationships of the various functional areas and is attempting to use
the model to demonstrate the importance of integration. In a February 26,
1994, letter, the Secretary of Defense also emphasized the importance of
this, noting that the Department must focus on cross-functional integraiion
if it is to make tmuly significant improvements.

The Defense Joint Logistics Supply Center’s review of the supply item
purchase process illustrates the complexity of some processes and the
critical need for integration. The Center found that practices to prepare a
supply contract, such as determining type and amount of items needed,
fall under the Logistics cm effort. Improving business practices performed
after the supply contract is awarded is the responsibility of Procurement
<M. Improving accounting for supply contract expenditures falls under
Financial civ. However, each of these groups is basically operating
independently. Each group's efforts must be carefully coordinated to not
only ensure maximum gains, but also to preclude making isolated changes
that may be detrimental to other functions.

Defense also has about 230 projects underway to improve business

processes. These projects have generally not been coordinated with each
other, according to the Booz-Allen study, and are not the broad functional
area reengineering efforts planned under cov. However, Defense reported
that some of these have already yielded improved productivity, For

example, Defense reported that a project at the Defense Logistics Agency
to improve the management of supply items has shortened replenishment
cycle time by 96 days and reduced annual overhead costs by $100 million.

o~

Mixed Progress in CIM T - To support the goals of cmM, Defense started several technical initiatives.

Technical Initiatives including the software reuse’ and data administration programs and the
integrated computer-aided software engineering (1-CASE) acquisition.? The
Department believes it can save billions of dollars and improve its ability
to develop and maintain high-quality software by incorporating software

"Software reuse is the practice of using existing sofrware components to develop new applications

*Defense has many other CIM technical initiarives ongoing, including the electronic daa interchange
program and the Center for Funetionzal Process Improvement Expertise.
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reuse practices into its software development efforts. Defense’s goals for
improving data administration include (1) improving the quality and
timeliness of data and (2) encouraging data sharing, both within and
outside the Department. The 1-CASE acquisition—potentiaily costing over
$1 billion—is intended to provide standard software development tools to

’ the Department to improve software quality and reduce the costs of
developing and maintaining Defense software.

Concerning software reuse, one of Defense’s major accomplishments is
the development of the “DoD Software Reuse Initiative Vision and
Strategy”. This document, which was published in July 1982, lays out
Defense’s goals and strategies for changing the way the Department
constructs software, However, as we reported previcusly, Defense must
resolve significant technical, legal, and organizational issues in order to
achieve the greatest benefits and savings from software reuse practices.®

Defense has made limited progress toward achieving the goals of the other
two initiatives that we reviewed. The need to manage data as a corporate
asset is essential to the success of ¢ in achieving large-scale cost
reductions and improved operations. However, as we previously reported,
despite years of effort, Defense has not determined what data it needs to
manage on a departmentwide basis.!® As a result, Defense continues to be
hindered by poor data managerment practices that impede the exchange,
integration, and comparison of data used within and outside the
Department. To address these problems, the Deputy Secretary issued a
memorandum in October 1893 directing Defense components and agencies
to complete data standardization within 3 years.

Concerning I-CASE, we previously reported that Defense’s plan to procure
and install 1-CASE throughout the Department is risky and premature.'!
Defense awarded a contract for 1-CasE to Lockheed Corporation in
November 1993. However, the Department subsequently canceled the
contract after it determined that Lockheed's praposal did not meet the
mandatory requirements of the solicitation. The Department is now

- evaluating the remaining bidders’ proposals and plans to award a new
contract within a few months.

°Saoftware Reuse: Majar Issues Need To Be Resolved Before Benefits Can Be Achieved
(GAO/MMTEC-93-16, January 28, 1993).

%Defense IRM: Management Commimnent Needed to Achieve Defense Data Administragon Goals
(GAG/AIMD-84-14, January 21, 1994}

ligofrware Tools: Defense Is Not Ready to Implement [-CASE Departmentwide (GAO/IMTEC-93-27,
June 9, 1983).
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Qur work and that of others has shown that (1) senior managers at the
Office of the Secretary of Defense (0sD), military services, and Defense
agencies are not uniformly comitted to and supportive of cmM,

(2) delegation of management authority has not been done or is unclear,
and (3) resources for accornplishing tasks are divided among various
activities with no central oversight or control. We reported in April 1991
that 0sD needed to provide strong leadership and establish an organization
with clear lines of authority and accountability for cv to succeed.'?

The Defense Inspector General similarly reported in January 19893 that the
Department had not been able to build effective consensus and support for
CM. The Inspector General identified organizational constraints and
Defense components’ skepticism as major barriers to more effective
implementation. Moreover, considerable skepticism about the value of cmv
changes exists at Defense. Based on our discussions with Defense officials
and our review of the Inspector General's report, we also found that
suspicion and mistrust exist within the Department regarding com
implementation.

Some of this is to be expected when a well-established organization with
deeply entrenched values is conternplating major changes. Defense has
identified cultural barriers as a major obstacle to effective cmM
implementation. Unless Defense’s executive-level leadership and mid-level
managers take a more active and visible role, broad acceptance and
understanding of ¢ will not occur and cultural opposition to change will
continue. Defense should also consider obtaining the views of outside
experts to provide an independent assessment of how best to overcome
cultural barriers.

The Assistant Secretary of Defense for ¢3! is responsible for implementing
CM and, as such, is responsible for overseeing and integrating business
process innovation within and across functional areas. However, the
Assistant Secretary for c3l is only one of several Psas responsible for
implementing M within their respective functional areas. Moreover, other
Psas have higher organizational precedence within the Department than
the Assistant Secretary for csi. For example, the Comptroller is
responsible for implementing cm within the financial function and is by
law assigned a higher precedence than all Assistant Secretaries.
Accordingly, the Assistant Secretary for c3t does not have sufficient
authority to oversee and coordinate improvements in functional areas

“Defense ADP: Corporate Information Management Initiative Faces Significant Challenges
(GAOG/IMTEC-91-33, April 22, 199713,
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other than Command and Control and is, therefore, unable to ensure that
cM goals will be realized.

Gonditions for success are maximized when overall responsibility and
authority for cid are held by an individual capable of integrating plans and
priorities across functional areas, making decisions, and accepting
responsibility. This responsibility should be placed at a high enough level
to have the authority to cut across organizational lines and direct others
assigned from the functional areas. Layers of authority between this -
official and the functional psas should be minimized. The Booz-Allen draft
report offered the Department similar advice when it noted in its recent
study that a Chief Information Executive position is critical to ensuring
effective management. According to the study, this official should promote
departmentwide management improvements by developing a strategy for
effectively integrating improvements, eliminating duplicate efforts, and
reducing costs.

In addition, we have advocated the establishment of a Chief Information
Officer position to help strengthen agencies’ information technology
management. In our January 1994 testimony before your Committee, we
stated that a Chief Information Officer could (1) work with agency senior
management to define strategic information management priorities and

(2) support program officials in defining information needs and developing
strategies, systems, and capabilities to meet those needs.” This official
would provide an overall view and understanding of the Department’s
functiona! areas and their interrelationships, combined with knowledge of
sound information management practices. This official would work closely
with senior Department leadership, including the Deputy Secretary of
Defense, the military service secretaries, and the psas to help improve
Defense's basic business planning, processes, and systems.

Conclusions

We remain very supportive of the CIM initiative, but its effective
implementation is critical to Defense improving its business processes,
data, and information systems. If done successfully, billions of dollars can
be saved. However, after 4 years of effort, much work remains to be done
toward achieving these substantial savings. Defense’s approach to
managing the initiative is simply not working. A strategic plan does not
exist, insufficient attention is being devoted to business process
reengineering, and authority and responsibilities are unclear. Further, the

BImproving Government: Actions Needed to Sustain and Enhance Management Reforms
(GAO/T-0GCH4-1, January 27, 1084).
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Department has not assessed the costs and benefits of ciM by collectirg

reliable cost information, performing functiona! economic analyses, and

conducting post-audits of claimed savings. Defense is at a point where it

must reassess its implementation approach. This is a large, difficult .

management task that will require substantial effort from within Defense -
s and assistance from others.

Recommendations We recommend that the Secretary of Defense:

. Ensure the expeditious development of a management strategy with
well-defined roles and authorities to (1) plan and manage CiM, (2) gain the
mutual commitment and support of the military services and Defense
agencies to overcome cultural barriers that are deeply entrenched in some
areas and in the process of changing in other areas, and (3) manage and
control funds to ensure effective implementation and integration of
improved business processes and systems. This should include
establishing a Chief Information Officer and could involve creating a
committee or board that includes the Deputy Secretary of Defense, the
secretaries of the military services, the PSas, and the Chief Information
Officer.

« Seek the views of outside expert practitioners to provide independent
perspectives on the CIM initiative.

» Ensure the development of a cohesive, complete strategic plan to guide
CIM implementation and integration. This plan should build on the ELG's
recommendations and the 1991 cv implementation plan and clearly
articulate the goals and objectives of the initiative, identify major tasks to
be performed and associated resource requirements, define
responsibilities and authority, and prescribe milestones for actions to be
completed. The plan should also clearly describe relationships between
each of the functional areas,

« Ensure an appropriate balance between departmental efforts to reengineer
and integrate business processes and to standardize systams. This should
be included as a key aspect of the Department’s strategic ¢ plan and is

< critical to obtaining significant, long-term operational improvements and

savings, while concurrently making short-term systems improvement ¢
efforts where justified.
« Require that migration systems be supported by sound economic and
technical analyses before implementation.
- Require that the costs and benefits of major process and systems
improvements be assessed prior to making investment decisions and that

Page 14 GAO/ATMD/NSIAD-84-101 Corporate Information Mansgement Initiative
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post-audits be performed to assess tenefits and verify cost savings

obtained.
» Direct the Principal Staff Assistants to establish plans consistent with the
overall strategic plan’s goals and objectives. Additionally, these plans
should include performance measures to evaluate progress within their
respective functional areas. These measures should be used to assess
current operations and reengineered processes and identify costs and
savings derived from functional improvements and new systems. A
prerequisite to this is the need to systematically collect reliable cost
information.

We are sending copies of this report to the Secretary of Defense; the
Director of the Office of Management and Budget; and other interested
parties. Copies will also be made available to others upon request.

Page 15 GAOQ/ATMID/NSIAD-94-101 Corporate Information Management Initiative



793 487 8us1

05/03/94 07:08 703 487 8091 JIEO/TD RESTON

1 009/016

i

Contents

Summaries of CIM
Studies by Other
Organizations

20

Appendix 11
Functional Area
Assessment Factors

Appendix 111
Major Contributors to
This Report

24

Related GAO Reports

28

Figure

Figure 1: Status of CIM Implementation Within Selected
Functional Areas

Abbreviations .
CIM Corporate Information Management
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Summaries of CIM Studies by Other
Organizations

The Department of Defense commissioned external studies to evaluate C1M
and its implementation, as well as an internal evaluation by Defense’s
Inspector General. Key findings and scopes of these reports are discussed

below. .
Information TechnoloRy The ITAA reported its findings in its July 1993 report, Enterprise Integration
Association of America in the Department of Defense. The study's main objectives were to
(IT 'AA) determine (1) how Defense can achieve enterprise integration, that is,

redesign and integrate mission activities to enhance warfighting
effectiveness and reduce costs, {2) what steps should be taken to gain the
commitment of Defense's senior leadership to make a change of this
magnitude, and (3) what can be done to address the human consequences
of downsizing and/or reengineering. The ITaa recommended that the Office
of the Secretary of Defense/Deputy Secretary of Defense lead the
enterprise integration effort. In addition, the rraa recommended that a
strategic enterprise integration implementation plan be designed,
communicated, and implemented immediately.

The ITAA team consulted notable experts from bath industry and Defense
and researched other reports on enterprise integration.

George Mason University, The Institute reported its findings in a November 1993 report, Functional
The Institute of Public Process Improvement Iraplementation: Public Sector Reengineering. The
Policy study’'s main goal was to identify new ideas, strategies, and tools to

improve Defense’s functional process improvement efforts. Its primary
finding was that CIM rnanagers are not providing enough attention to the
managerial aspects of ¢. The study reported too much focus on the
technical aspects of reengineering. The Institute reported that more
management eraphasis and commitment would be needed to change
Defense's culture and reward system. The report also stated that a
Departmentwide reengineering effort does not seem practical and that
Defense should build on some success stories before implementing cmm

« throughout the agency. The George Mason University team interviewed
Defense managers, reviewed reengineering and reinventing studies, and
conducted two case studies.

Booz-Allen & Hamilton, Booz-Allen reported its findings in a February 1994 draft report. The
Inc. study's specific goal was to determine how Defense can implement its
information management program to obtain the greatest savings.
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Snmmaries of CIM Studies by Other
Organizations

Booz-Allen found inconsistent approaches used to estimate costs and
benefits. It also found skepticism throughout the Departinent, few
incentives for reducing costs, and a lack of clarity over authority, roles,
and responsibilities.

The Booz-Allen team interviewed more than 200 individuals. In making
their analyses, the team used data gathered from interviews, pertinent
documentation, and their own expertise. The draft report sent to Defense
for comment offers recommendations and actions for implementation,
including that the newly proposed Chief Information Executive articulate
a vision and guide broad management changes.

Inspector General,
Department of Defense

The Department of Defense's Inspector General reported its findings in a
January 1893 report, Defense Corporate Information Management
Initiative, The study's specific goal was to address the status of ciM's
implementation plan and how Defense is doing in institutionalizing the cm
initiative. It found that the institutionalization of the ci initiative has been
hindered by the lack of an overall plan that is clearly presented to and
understood by Defense managers. Further, it found savings and budgeting
requirements associated with the ciM initiative are inadequately analyzed,
documented, and reported. The report concluded that the Director of
Defense Information had not developed and articulated a business process
improvement plan and functional economic analysis for the overall ciM
initiative. The Inspector General stated that the Director also needs to
develop and issue formal Defense policy and guidance that requires full
implementation of the coM initative.
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Appendix II

Functional Area Assessment Factors

We evaluated key functional areas and acdvities based on critical success
factors defined in Defense’s guidance for implementing cim.! The following
section describes the factors in our assessments of the Department’s
progress in completing the critical success factors cited in figure 1.

Psa authority and organizational effectiveness: Defense guidance states

i that psas are to have authority and responsibility for the development of
functional objectives; analysis of the processes, data, and supporting
information systems required to satisfy those objectives; and
implementation of process, data, and system changes to streamline
operations and improve cost-effective performance.

Strategic plan: The guidance requires a plan for the functional area that
identifies the function's objectives and significant actions that will be
taken across the entire fiinctional area over the 10-plus year planning
horizon addressed by the functional objectives, such as implementation of
Defense Management Review decisions.

Functional economic analyses (FEAs): The guidance requires that an FEA
contain most of the elements of this matrix, including a summary of the
strategic plan for the entire functional area and for the functional activity,
performance measures, targets, data management and information system
strategies for the functional activity, data and system changes needed to
support the functional process improvement, and a data and system cost
analysis.

Performance measures: Functions are to develop performance measures
so that a quantifiable and verifiable basis will exist for assessing progress
toward the functional objectives. For each performance measure,
performance targets are established for the full 10-plus year planning
horizon of the functional objectives.

Migration system selection and implementation: A migration system is an
existing information system that has been designated as the single system
- to support standard processes for a functional activity.

Business process reengineering (as is/to be models): These models
document how the functional activity operates now, define the baseline
environment from which change proceeds, and define how the business
will operate in the future.

‘Functional Process Improvement, DOD 8020.1-M (Draft), August 1992; and Change 1, January 1993,
Director of Defense Information, Office of the Secretary of Defense.
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Reengineered data systems (as is/to be): This analysis documents how the
functional activity's data structures and rules operate now and will
operate in the future when approved data and information system changes
have been implemented.

Target systems: A target system is a standard system within a corporate
information management functional area that has completed the transition
10 the pop-wide standard technical environment and standard data
definitions.
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